**Перечень ссылок с описанием программно-аппаратного обеспечения, рекомендуемого для защиты от нежелательного контента в сети Интернет:**

* Интернет Контроль Сервер — интернет-шлюз со встроенным контент-фильтром (<http://xserver.a-real.ru/> ).
* Аппаратные шлюзы Ideco Hardware Appliance (<http://ideco.ru/products/hardware.html> ).
* Программно-аппаратный комплекс - UserGate Web Filter Appliance (<http://usergate.ru/products/ug_hardware/ugwfa.php> ).
* Контент-фильтр SkyDNS (https://www.skydns.ru/).
* Интернет-фильтр для детей «Интернет Цензор» (<http://www.icensor.ru/> ).
* Time Boss Родительский контроль (<http://nicekit.ru/parental-control/time-boss.php> ).
* KinderGate Родительский контрол (<http://usergate.ru/products/kindergate_parental_control> /).
* Встроенная функция «Родительский контроль» Windows (<http://windows.microsoft.com/ru-ru/windows7/products/features/parental-controls> ).
* Детский интернет-браузер «Гогуль» (<http://gogul.tv/> ).
* Рекомендации Российской библиотечной ассоциации по реализации норм Федерального закона от 29 декабря 2010 г. № 436-9ФЗ  «О защите детей от информации, причиняющей вред их здоровью и развитию» в общедоступных библиотеках России, осуществляющих обслуживание пользователей  до 18-летнего возраста   <http://www.rba.ru/content/about/doc/recom.php>